
Privacy Policy for the ADV group 
The purpose of this privacy policy (“Policy”) is to provide a clear explana>on of when, why 
and how we collect and use personal data.  
Please read this Policy carefully. It provides important informa>on about how we use your 
personal data and explains your legal rights. This Policy does not override the terms of any 
contract that you have with us (for example, >cket terms and condi>ons) or any rights you 
might have available under the relevant data protec>on laws. 

Who we are 
We are ADV Holdings Ltd. Through our subsidiary companies, we trade under the names of 
Foxlake, Wild Shore and Adventure Dock, and operate numerous watersports ac>vity sites 
across the UK. 

Our core principles about your data: 

• User privacy and data protec>on are your rights 

• We have a duty of care when collec>ng, holding and processing your data 

• We will never sell or otherwise distribute or make public your personal informa>on. 

Our Commitment to Legisla>on 
Along with our business and internal computer systems, this website is designed to comply 
with the following na>onal and interna>onal legisla>on with regards to data protec>on and 
user privacy: 

• UK Data Protec>on Act 2018 (DPA) 

• EU General Data Protec>on Regula>on 2018 (GDPR). 

This site’s compliance with the above legisla>on means that it is likely compliant with the 
data protec>on and user privacy legisla>on set out by many other countries as well.  

What personal data we collect and why we collect it 
How your informa>on is collected 
We will mainly collect personal informa>on about you through direct interac>ons with you. 
You may give us your personal informa>on by filling in forms or by corresponding or 
engaging with us through our website or by face-to-face communica>on, post, phone, email, 
social media or any other means of communica>on. This includes personal informa>on you 
provide when you: (i) purchase or use our services; (ii) register an account with us; (iii) 
subscribe to our newsle\ers / mailing list or any other services / products; (iv) request 
marke>ng materials to be sent to you; (v) enter a compe>>on, promo>on or survey; or (vi) 
provide us with any feedback or other communica>ons. 

As you interact with our website, we may automa>cally collect Technical Data about your 
equipment, browsing ac>ons and pa\erns. We collect this personal informa>on by using 
cookies, server logs and other similar technologies. See our Cookies Policy for more details. 

We may also collect informa>on about you from other en>>es in our group, from our 
business partners and from various other third party service providers, such as analy>cs 
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providers, search informa>on providers, fraud preven>on and credit reference agencies and 
providers of IT / technical services, payment services and/or delivery services.   

It is important that the personal informa>on we hold about you is accurate and up to date. 
Please let us know if your personal informa>on changes at any >me during your rela>onship 
with us. 

How we use your informa>on 
We will only use your personal informa>on where we have a lawful basis for doing so. Most 
commonly, we will use your personal informa>on in the following circumstances: 

• Where we need to perform the contract we are about to enter into or have 
entered into with you. 

• Where it is necessary for the purposes of our legi>mate interests (or those of a 
third party) and your interests and fundamental rights do not override those 
legi>mate interests. 

• Where we need to comply with any legal obliga>on or regulatory requirement. 

We may also use consent as a lawful basis for providing you with marke>ng 
communica>ons. 

The table below sets out the main ways we plan to use your personal informa>on and which 
of the relevant lawful grounds for processing we rely on to do so. We have also iden>fied 
what our legi>mate interests are where appropriate. 

Please note that we may process your personal informa>on for more than one lawful ground 
depending on the specific purpose for which we are using your data.  

Purpose / Ac>vity
Lawful grounds for processing 

 

Registering you as a customer of our services. Necessary for the performance of a contract with you.

Processing your order(s) as a customer and 
providing you with services in connec>on with any 
contract which you have entered into with us.

Necessary for the performance of a contract with you.

Communica>ng with you for the purposes of 
providing you with services which you have 
ordered / purchased from us.

Necessary for the performance of a contract with you. 

Necessary for our legi>mate interests in opera>ng our 
business correctly and promo>ng our services 
effec>vely.

Managing our rela>onship with you, including 
reviewing and responding to any ques>ons, 
feedback or other communica>ons submi\ed by 
you.

Necessary for the performance of a contract with you. 

Necessary to comply with our legal obliga>ons. 

Necessary for our legi>mate interests in opera>ng our 
business correctly, promo>ng our services effec>vely, 
developing and improving our services and facili>es, 
and responding to queries or complaints effec>vely.

Managing and processing all payments, fees and/
or charges and collec>ng and recovering any sums 
owed to us.

Necessary for the performance of a contract with you. 

Necessary for our legi>mate interests in processing 
payments made by our customers and recovering any 
debts due to us.
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Please note that we may also process sensi>ve personal informa>on about you (e.g. 
informa>on on physical and/or mental health) in circumstances where: (i) you have provided 
your explicit consent; (ii) the processing relates to informa>on which has been manifestly 
made public by you; (iii) the processing is necessary for reasons of substan>al public 
interest; (iv) the processing is necessary for the establishment, exercise or defence of legal 
claims; or (v) the processing is otherwise permi\ed in accordance with the GDPR and/or the 
Data Protec>on Act 2018. 

Providing you with the opportunity to take part in 
compe>>ons or promo>ons.

Necessary for our legi>mate interests in promo>ng our 
services effec>vely and developing our business.

Providing you with the opportunity to complete 
surveys. Reviewing any survey responses or other 
communica>ons from you in rela>on to your 
experience of our services and facili>es.

Necessary for our legi>mate interests in studying how 
customers experience our services and facili>es, and 
developing and improving our services and facili>es.

Administering and protec>ng our business and 
this website (including troubleshoo>ng, data 
analysis, tes>ng, system maintenance, support, 
repor>ng and hos>ng of data).

Necessary to comply with our legal obliga>ons. 

Necessary for our legi>mate interests in opera>ng our 
business correctly, ensuring the provision of effec>ve 
administra>on and IT services, maintaining network 
security and preven>ng fraud.

Delivering relevant website content to you and 
measuring and understanding the effec>veness of 
what we serve to you.

Necessary for our legi>mate interests in studying how 
customers use our services, developing and improving 
our services, keeping our website updated and relevant, 
growing our business and informing our marke>ng 
strategies.

Using data analy>cs to improve our website, 
services, marke>ng, customer rela>onships and 
experiences.

Necessary for our legi>mate interests in keeping our 
website updated and relevant, developing and 
improving our services, growing our business and 
informing our marke>ng strategies.

Providing you with marke>ng materials, 
newsle\ers and promo>ons and also providing 
you with sugges>ons and recommenda>ons 
about services that may be of interest to you.

Necessary for our legi>mate interests in developing and 
promo>ng our services and developing our business. 

In certain circumstances, we may use consent as a 
lawful basis for processing personal informa>on for 
direct marke>ng purposes.
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Marke>ng 
If you have provided us with your details, you will only receive marke>ng materials, email 
newsle\ers or email promo>ons from us in circumstances where you have provided an opt-
in consent which confirms that you want to receive such marke>ng from us.  

If you choose to join our email newsle\er, the email address that you submit to us will be 
used within MailChimp who provide us with email marke>ng services, and who we consider 
to be a third party data processor. Their privacy policy can be found (here). 

Op>ng out of marke>ng 

You have the right to object at any >me to the processing of your personal 
informa>on for direct marke>ng purposes. If you object to such processing, we will 
cease to process your personal informa>on for direct marke>ng purposes. 

You can ask us to stop sending you marke>ng materials at any >me by: (i) following 
the Unsubscribe links on any marke>ng communica>on, email message or email 
newsle\er sent to you; or (ii) contac>ng us by email at the email address provided at 
the foot of our website home pages. 

Site Visit Tracking 
We use both session and persistent cookies on our sites. See our Cookies Policy for more 
details. 

Like most websites, this site uses Google Analy>cs (GA) as a third party processor to track 
user interac>on. We use this data to determine the number of people using our site, to 
be\er understand how they find and use our web pages and to see their journey through 
the website. 

Although data such as your geographical loca>on, device, internet browser and opera>ng 
system is recorded, none of this informa>on personally iden>fies you to us. Disabling 
cookies on your internet browser will stop GA from tracking any part of your visit to pages 
within our websites. 

Bookings 
When making a booking on our website, we u>lise the third par>es of Sports Booker Ltd or 
Ticket Quarter Ltd as our payment gateways for online bookings. They process all payment 
data on our websites and we only have limited access to that data.  
The Sports Booker privacy policy can be viewed (here) and the Ticket Quarter privacy policy 
can be viewed (here). 

Who we share your data with 
We may need to share your informa>on with various third par>es which provide services to 
us or act on our behalf in connec>on with the opera>on of our business. In par>cular, your 
informa>on may be disclosed to the following categories of third par>es: 

• Other companies within our corporate group. 

• Professional advisers (including legal advisers and financial advisers), auditors, 
insurers, bankers, and financial organisa>ons. 
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• Third party service providers which provide services to us in connec>on with the 
opera>on of our business, including but not limited to: payment processing 
services, IT and system administra>on services and other technical services; data 
analy>cs services; marke>ng services; fraud preven>on and credit reference 
services; logis>cs and delivery services. 

• HM Revenue & Customs and/or any other public authority or regulatory 
authority in circumstances where we are required to disclose personal 
informa>on by law. 

We require all third party service providers to respect the security of your personal 
informa>on and to treat it in accordance with the law. We do not permit our third party 
service providers to use your personal informa>on for their own purposes and only permit 
them to process your informa>on for specified purposes and in accordance with our 
instruc>ons. 

Interna>onal data transfers  

Please note that there may be instances where it may be necessary for us to transfer your 
informa>on outside the European Economic Area, e.g. if we use third party service providers 
from another country. In these circumstances we shall put in place suitable safeguards to 
ensure that your informa>on is held securely. If you require further informa>on about the 
safeguards put in place you can request it from us by contac>ng us by email at the email 
address stated at the foot of our website home pages. 

How long we retain your data 
We will retain your personal informa>on for as long as necessary to fulfil the purposes we 
collected it for, including for the purposes of sa>sfying any legal, accoun>ng, or repor>ng 
requirements. 

To determine the appropriate reten>on period for personal informa>on, we consider the 
amount, nature, and sensi>vity of the personal informa>on, the poten>al risk of harm from 
unauthorised use or disclosure of your personal informa>on, the purposes for which we 
process your personal informa>on and whether we can achieve those purposes through 
other means, and the applicable legal requirements. 
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What rights you have over your data 
You have a number of rights in rela>on to your personal data. In summary, you have the 
right to request: access to your data; rec>fica>on of any mistakes in our files; erasure of 
records where no longer required; restric>on on the processing of your data; objec>on to 
the processing of your data; data portability; and various informa>on in rela>on to any 
automated decision making and profiling or the basis for interna>onal transfers. You also 
have the right to complain to your supervisory authority. These are defined in more detail as 
follows: 

Right of Access 

You can ask us to: 

• confirm whether we are processing your personal data; 

• give you a copy of that data; 

• provide you with other informa>on about your personal data such as what data we 
have, what we use it for, who we disclose it to, whether we transfer it abroad and 
how we protect it, how long we keep it for, what rights you have, how you can make 
a complaint, where we got your data from and whether we have carried out 
automated decision making or profiling, to the extent that informa>on has not 
already been provided to you in this Policy. 

Right of Rec>fica>on 

You can ask us to rec>fy inaccurate personal data. We may seek to verify the accuracy of the 
data before rec>fying it. 

Right to be Forgo\en 

You can ask us to erase your personal data, but only where: 

• it is no longer needed for the purposes for which it was collected; or 

• you have withdrawn your consent (where the data processing was based on 
consent); or 

• it follows a successful right to object; or 

• it has been processed unlawfully; or 

• it is necessary to comply with a legal obliga>on which we are subject to. 

We are not required to comply with your request to erase your personal data if the 
processing of your personal data is necessary: for compliance with a legal obliga>on; or for 
the establishment, exercise or defence of legal claims, in rela>on to the freedom of 
expression or for archiving purposes in the public interest, scien>fic or historical research 
purposes or sta>s>cal purposes. In the context of marke>ng, please note that we will 
maintain a suppression list if you have opted out from receiving marke>ng content to ensure 
that you do not receive any further communica>ons. 

Right to Restrict 

You can ask us to restrict (i.e. keep but not use) your personal data, but only where: 

• its accuracy is contested, to allow us to verify its accuracy; or 
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• the processing is unlawful, but you do not want it erased; or 

• it is no longer needed for the purposes for which it was collected, but we s>ll need it 
to establish, exercise or defend legal claims; or 

• you have exercised the right to object, and verifica>on of overriding grounds is 
pending. 

We can con>nue to use your personal data following a request for restric>on, where: 

• we have your consent; or 

• to establish, exercise or defend legal claims; or 

• to protect the rights of another natural or legal person. 

Right to Portability 

You can ask us to provide your personal data to you in a structured, commonly used, 
machine-readable format, or you can ask to have it ‘ported’ directly to another Data 
Controller, but in each case only where: the processing is based on your consent or the 
performance of a contract with you; and the processing is carried out by automated means. 

Right to Object 

You can object to any processing of your personal data which has our ‘Legi>mate Interests’ 
as its legal basis if you believe your fundamental rights and freedoms outweigh our 
Legi>mate Interests. Once you have objected, we have an opportunity to demonstrate that 
we have compelling Legi>mate Interests which override your rights, however this does not 
apply as far as the objec>ons refers to the use of personal data for direct marke>ng 
purposes. 

How to exercise your rights  
To exercise your rights, you can contact us as set out below. Please note the following if you 
do wish to exercise these rights: 

• Iden>ty. We take the confiden>ality of all records containing personal data seriously 
and reserve the right to ask you for proof of your iden>ty if you make a request. 

• Fees. We will not ask for a fee to exercise any of your rights in rela>on to your 
personal data, unless your request for access to informa>on is unfounded, repe>>ve 
or excessive, in which case we will charge a reasonable amount in the circumstances. 

• Timescales. We aim to respond to any valid requests within one month unless it is 
par>cularly complicated or you have made several requests, in which case we aim to 
respond within three months. We might ask you if you can help by telling us what 
exactly you want to receive or are concerned about. This will help us to ac>on your 
request more quickly. 

• Exemp>ons. Local laws, including in the UK, provide for addi>onal exemp>ons, in 
par>cular to the right of access, whereby personal data can be withheld from you in 
certain circumstances, for example where it is subject to legal privilege. 

Contact informa>on 
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For any data protec>on ques>ons, please contact -  

Zak Hegarty 
Data Protec>on Officer 

c/o Foxlake Dundee 
West Victoria Dock Road  

Dundee DD1 3JP
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